
 

Klauzula informacyjna RODO 
 

1. Administratorem Pani/ Pana danych jest spółka BCT – Bałtycki Terminal Kontenerowy 

Sp. z oo.o.; 81-127 Gdynia, ul. Kwiatkowskiego 60, Tel. +48 58 350 60 30, +48 58 350 60 

90, email: sekretariat@bct.ictsi.com 

2.    Inspektor Ochrony Danych w BCT: oficer@bct.gdynia.pl , tel. 795 501 406, email: 

dandruczyk@bct.ictsi.com 

3.    Cele przetwarzania danych osobowych, oraz podstawa prawna przetwarzania: 

• Kontrola dostępu do obiektu portowego: wystawienie przepustek, uzyskanie zgody na 

wejście/wjazd na teren terminala, realizacja Umowy/porozumienia; wystawienie faktur; 

rekrutacja, monitorowanie przebiegu pracy i rejestracja czasu pracy pracowników BCT: 

a) USTAWA z dnia 4 września 2008 r. o ochronie żeglugi i portów morskich, Rozdział 

8 – kontrola osób, bagażu i ładunku; 

b) Międzynarodowy Kodeks Ochrony Statku i Obiektu Portowego (Kodeks ISPS);  

c) Kodeks Pracy – art. 221 oraz 94 pkt 9a; Rozporządzenie Ministra Pracy i Polityki 

Socjalnej z 28.05.1996r. wraz z późn. Zmianami; 

d) Rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 

2016r. – art. 6:  

      - 1a) osoba wyraziła zgodę na przetwarzanie swoich danych osobowych lub 

      - 1b) niezbędność w celu realizacji zawartego porozumienia/umowy; 

      - 1c) przetwarzanie jest niezbędne do wypełnienia obowiązku prawnego ciążącego na 

BCT; 

      - 1f) niezbędność do realizacji prawnie uzasadnionego interesu jako dochodzenie 

roszczeń z tytułu prowadzenia działalności gospodarczej; 

e)   Ustawa o ochronie danych osobowych z późniejszymi zmianami. 

• Bezpieczeństwo Pracowników i ochrona mienia: 

a) Kodeks Pracy – art. 22 

b) Rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 

2016r. – art. 6:  

- 1f) prawnie uzasadniony interes realizowany przez administratora 

• Obsługa zgłoszeń sygnalistów: 

a) Dyrektywa Parlamentu Europejskiego i Rady (UE) 2019/1937 z dnia 23 października 

2019 w sprawie ochrony osób zgłaszających naruszenia prawa Unii; 

b) Ustawa z dnia 14 czerwca 2024r. o ochronie sygnalistów; 

4.    Odbiorcy danych osobowych lub kategorie odbiorców (w tym podmioty, z którymi zawarto 

umowy powierzenia przetwarzania): 

• odbiorcy danych osobowych pracowników BCT: 

a) podmioty upoważnione na podstawie przepisów prawa, np. PIP, Prokuratura, Policja, 

ZUS, Urząd Skarbowy; 

b) Partner Programu Ubezpieczeń Grupowych i inni ubezpieczyciele;  

c) placówki medyczne świadczące usługi w zakresie medycyny; 

d) biura podróży w ramach świadczenia usług turystycznych; 

e) instytucje szkoleniowe; 
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• odbiorcy danych osobowych pracowników BCT, kontrahentów, podwykonawców, 

pracowników administracji państwowej i innych: 

a) podmioty upoważnione na podstawie przepisów prawa, np. PIP, Prokuratura, Policja; 

b) podmioty wykonujące usługi na rzecz Administratora, które muszą mieć dostęp do 

danych, w celu wykonania swoich obowiązków. Podmioty te będą miały dostęp do 

danych wyłącznie w celu realizacji swoich zadań i w zakresie do tego niezbędnym; 

c) firmy wspierające technicznie systemy informatyczne w BCT; 

5.    BCT przekazuje dane osobowe pracowników do następujących państw trzecich: Filipiny.  

6.   Dane osobowe w formie elektronicznej i papierowej są archiwizowane przez okres minimum 

5 lat, akta osobowe w formie papierowej są przechowywane przez okres 50 lat, chyba że 

przepisy prawa stanowią inaczej.  

7.    Osoba której dane osobowe dotyczą ma prawo do: 

• żądania od BCT ich sprostowania, usunięcia, ograniczenia przetwarzania lub wniesienia 

sprzeciwu wobec przetwarzania, a także mają prawo do przenoszenia swoich danych; 

• cofnięcia swojej zgody w dowolnym momencie bez wpływu na zgodność z prawem 

przetwarzania, którego dokonano na podstawie zgody przed jej cofnięciem (jeżeli 

przetwarzanie odbywa się na podstawie zgody); 

• wniesienia skargi do organu nadzorczego; 

• uzyskania kopii danych lub informacji o  miejscu udostępnienia danych. 

8.   Podanie danych osobowych jest wymogiem ustawowym lub umownym lub warunkiem 

zawarcia umowy; osoba, której dane dotyczą, jest zobowiązana do ich podania; 

konsekwencją nie podania danych osobowych może być: 

• brak zgody na wydanie przepustki na wejście/wjazd do obiektu portowego BCT; 

• nie zawarcie Umowy, Porozumienia na wykonanie usług przez BCT lub na dostawę 

usług/towarów;  

• nie  wystawienie faktury za wykonane usługi lub nie rozliczenie faktury; 

• brak możliwości zlecania usług BCT przez klientów w formie papierowej                                

i elektronicznej; 

• nie zatrudnienie kandydata na proponowane stanowisko pracy w BCT; 

• brak możliwości monitorowania czasu i przebiegu pracy pracownika BCT, co skutkuje 

rozwiązaniem umowy o pracę. 

9.  BCT nie przetwarza danych osobowych w sposób zautomatyzowanego podejmowania 

decyzji w indywidualnych przypadkach, w tym profilowania. 

10. Korzystanie ze służbowych telefonów komórkowych, z poczty elektronicznej, 

Internetu/Intranetu jest monitorowane/rejestrowane w celu zapewnienia poprawnego 

funkcjonowania infrastruktury sieciowej. 

11. Obiekt terminalu portowego jest monitorowany za pomocą kamer telewizji przemysłowej, 

której administratorem jest BCT-Bałtycki Terminal Kontenerowy Sp. z o.o. 

a) Cel monitoringu- zapewnienie bezpieczeństwa Pracowników i mienia; 

b) Zakres monitoringu- teren zakładu pracy (wejścia, wyjścia, strefy załadunkowe, 

parkingi, sprzęt przeładunkowy); 

c) Sposób stosowania- nagrywanie ciągłe, stały podgląd; 

d) Okres przechowywania zapisów z monitoringu wynosi 30 dni. 



12. BCT nie stosuje żadnych metod technicznych, umożliwiających jednoznaczną identyfikację 

osoby fizycznej lub potwierdzenia jej tożsamości na podstawie zdjęć i nagrań video. 

13. W punktach dostępu do BCT znajdują się bramki radiometryczne wraz z kamerami 

zarządzane przez funkcjonariuszy Straży Granicznej w Gdyni.   

 

 

 

                                               

                                                                                   


